MANAGING RISK IN OFFSHORE SYSTEMS DEVELOPMENT

The benefit of low-cost labor must be weighed against the risk of missed deadlines, dissatisfied users, and failure to reduce development costs.

Offshore systems development provides opportunities for savings and growth but can also increase the risk of not achieving quality, cost, and schedule objectives. Other risk follows from a project’s international management, as well as from the nature of the vendor and the contract. This article identifies the various risks associated with offshore development and suggests how to manage them to achieve development objectives.

Many Fortune 500 companies produce their business information systems in developing countries (such as China and India) to take advantage of their relatively low-cost labor. India, which claims about half of the world outsourcing market, exported about $13.3 billion worth of software in fiscal 2005–2006 (ending March 31, 2006) [10].

Offshore development has gained so much importance and attention that in 2004 ACM commissioned a task force to study the subject [2]. Although a number of reports, articles, and books address offshore development, they do not fully address the management of risk.

Inadequate management of risk in IS development (ISD) is a major reason for exceeding a project’s estimated time and cost. Systems developed by a team of people from many countries, speaking a variety of languages and separated by time and distance, have higher risk. Advances in communication technologies enable virtual work in offshore development, but research in such fields as psychology, organizational behavior, management, and communication have found that such work in the
global environment has limitations. Managing the project, vendor, and contract in the international context increases risk (see Table 1). Collaborative working involves creative, knowledge-intensive, problem-solving, and consensus-building tasks requires the face-to-face interaction of team members [3]. Synchronous communication technologies (such as videoconferencing) can substitute for such interaction. Customized collaborative work products (consisting of group support systems, CASE tools, and a shared ISD data repository) can aid the communication process. Synchronous communication is also aided by telephones, conference calls, and chat facilities. However, these media are not suitable for intensive or protracted teamwork in offshore development, especially when members are separated by multiple time zones. Teams members separated by time may have to use asynchronous communication facilities (such as email and file transfers).

Since development team’s effectiveness depends on the fit between task complexity and interaction medium [9], the related teamwork and team composition dictate the choice of communication technology. Teamwork with a high degree of interdependent tasks for a diverse team warrants face-to-face interaction. Teamwork involving interdependent tasks for a homogenous team can use asynchronous communication technologies. User background, skills, knowledge, and the tasks’ selection of appropriate technology for performing such virtual work. A bad fit among development tasks, team, and communication technology reduces task effectiveness, increases time and cost, and jeopardizes development quality.

The quality of methods, tools, and procedures (collectively the “development process”) in systems development can influence the overall quality of a system. An appropriate development process is necessary for addressing such issues as lack of user knowledge of an application, lack of user involvement, incorrect requirements, and the inherent risk associated with technology and quality. A major risk factor in offshore development is the lack of an effective development process with the offshore company. Reducing this risk involves rigorous evaluation, selection, certification, benchmarking against Capability Maturity Model levels, and the hiring of reputable vendors. The risk of miscommunication is high if the onshore and offshore teams use different sets of methods and tools.

Team processes involve collaborative activities, the progress and outcome of which are documented to reinforce, complement, synergize, and reciprocate the work of team members. Inadequate documentation and support systems can negatively affect team performance. Projects need to use a shared ISD data repository or synchronize their documentation in dispersed locations to enable work to flow coherently from one place to another in time.

Systems development processes can be classified into two approaches: structured and iterative/incremental. Most methodologies in the structured approach follow the waterfall model. The extent of task dependencies and user involvement required during a development stage and the extent to which communication technologies facilitate collaborative work determine offshore development risk in these projects. Requirements analysis and quality assurance of user requirements have high task dependencies and need intense user involvement. Regardless of the methods and tools employed, the success of require- Table 1. Risks, sources, and controls in offshore development

<table>
<thead>
<tr>
<th>Risk Factor</th>
<th>Source of Risks in Offshore Projects</th>
<th>Risk Control Mechanism</th>
</tr>
</thead>
<tbody>
<tr>
<td>Systems quality</td>
<td>Poor development processes</td>
<td>Evaluate vendor capabilities</td>
</tr>
<tr>
<td>Coordination and work integration</td>
<td>Different documentation standards</td>
<td>Standardized documentation</td>
</tr>
<tr>
<td>Quality of requirements</td>
<td>Intensive user involvement</td>
<td>Pass-to-face requirements analysis</td>
</tr>
<tr>
<td>User interface and database design</td>
<td>User involvement</td>
<td>Shared data repository, video conferencing, face-to-face work</td>
</tr>
<tr>
<td>Design, coding testing</td>
<td>Changing requirements</td>
<td>Shared data repository, video conferencing, face-to-face work</td>
</tr>
</tbody>
</table>

Table 2. Offshore facility ownership

<table>
<thead>
<tr>
<th>Ownership of Offshore Facility</th>
<th>Contractual relationship</th>
</tr>
</thead>
<tbody>
<tr>
<td>One or more foreign companies</td>
<td>Management through brokers</td>
</tr>
<tr>
<td>One or more foreign companies</td>
<td>Fee for a contract</td>
</tr>
<tr>
<td>One company</td>
<td>Joint venture</td>
</tr>
<tr>
<td>One company</td>
<td>Strategic partnership</td>
</tr>
<tr>
<td>Outsourcing company</td>
<td>Wholly owned subsidiary</td>
</tr>
</tbody>
</table>

UNLESS THE ONSHORE COMPANY EXECUTES LARGE AND FREQUENT PROJECTS, the offshore company may not participate in the investment or be responsive to onshore company needs.
global environment has limitations. Managing the project, vendor, and contract in the international context increases risk (see Table 1). Collaborative work involving creative, knowledge-intensive, problem-solving, and consensus-building tasks requires the face-to-face interaction of team members [3]. Synchronous communication technologies (such as videoconferencing) can substitute for such interaction. Customized collaborative work products (consisting of group support systems, CASE tools, and a shared ISD data repository) can aid the communication process. Synchronous communication is also aided by telephones, conference calls, and chat facilities. However, these media are not suitable for intensive or prolonged teamwork in offshore development, especially when members are separated by multiple time zones. Team members separated by time may have to use asynchronous communication facilities (such as email and file transfers).

Since development team’s effectiveness depends on the fit between task complexity and interaction medium [9], the related teamwork and team composition dictate the choice of communication technology. Teamwork with a high degree of interdependent tasks for a diverse team warrants face-to-face interaction. Teamwork involving interdependent tasks for a homogeneous team can use asynchronous communication technologies. User background, skills, knowledge, and task complexity will dictate the selection of appropriate technology for performing such virtual work. A bad fit among development task, team, and communication technology reduces task effectiveness, increases time and cost, and jeopardizes development quality.

The quality of methods, tools, and procedures (collectively the “development process”) in systems development projects influence the overall quality of a system. An appropriate development process is necessary for addressing such issues as lack of user knowledge of an application, lack of user involvement, incorrect requirements, and the inherent risk associated with technology and quality. A major risk factor in offshore development is the lack of an effective development process with the offshore company. Reducing this risk involves rigorous evaluation of user requirements, development methodologies, certification, benchmarking against Capability Maturity Model levels, and the hiring of reputable vendors. The risk of miscommunication is high if the onshore and offshore teams use different sets of methods and tools.

Team processes involve collaborative activities, the progress and outcome of which are documented to reinforce, complement, synthesize, and reciprocate the work of team members. Inadequate documentation and support systems can negatively affect team performance. Projects need to use a shared ISD data repository or synchronize their documentation in dispersed locations to enable work to flow coherently from one place to another in time.

Systems development processes can be classified into two approaches: structured and iterative/incremental. Most methodologies in the structured development approach follow the waterfall model. The extent of task dependencies and user involvement required during a development stage and the extent to which communication technologies facilitate collaborative work determine offshore development risk in these projects. Requirements analysis and quality assurance of user requirements have high task dependencies and need intensive user involvement. Regardless of the methods and tools employed, the success of requirement analysis depends on how well users and analysts communicate and collaborate [7]. Offshore requirements analysis, even with the best available communication infrastructure and collaborative work tools, has a high risk of producing inflexible, excessive, unrealistic, missing, and/or incorrect requirements. The offshore design follows from an iterative team process with significant user involvement and interdependent tasks. A prototype of user interfaces with shared ISD data repository and interactive group support can facilitate offshore development of this activity. Logical data design involves moderate user involvement and moderate risk. Most other design activities, coding, and testing for systems with stable requirements require little user involvement and involve low risk. Coding and testing of even large projects with stable requirements are suitable for offshore development. Adaptive maintenance, corrective maintenance, and enhancements with onshore documented requirements are also prime candidates for these projects. Overall, development activities that use well-defined, well-documented, frozen requirements without user collaboration or innovation have low risk.

Iterative and incremental approaches include rapid prototyping, rapid application development (RAD), and agile development methods (ADMs). Due to their high task dependencies and required face-to-face interaction with users during their iterative analysis, design, and trial stages, they are not suitable for mid- and large-size offshore projects. However, these methods are less time-consuming and costly for small, short-lived systems. In the offshore development of such systems, all that’s needed to manage a few users and their interactions is a prototype, a shared ISD data repository, desktop videoconferencing, and collaborative work products.

UNLESS THE OFFSHORE COMPANY EXECUTES LARGE AND FREQUENT PROJECTS, the offshore company may not participate in the investment or be responsive to onshore company needs.
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| Joint venture | Offshore company |
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**Table 1. Risks, sources, and controls in offshore development**

<table>
<thead>
<tr>
<th>Risk Factor</th>
<th>Source of Risks in Offshore Projects</th>
<th>Risk Control Methodology</th>
</tr>
</thead>
<tbody>
<tr>
<td>Teamwork effectiveness</td>
<td>Diverse members on knowledge work</td>
<td>Fit between task and interaction medium</td>
</tr>
<tr>
<td>System quality</td>
<td>Poor development processes</td>
<td>Evaluate vendor capabilities</td>
</tr>
<tr>
<td>Coordination and work integration</td>
<td>Different documentation standards</td>
<td>Standardized documentation</td>
</tr>
<tr>
<td>Quality of requirements</td>
<td>Intensive user involvement</td>
<td>Face-to-face requirements analysis</td>
</tr>
<tr>
<td>User interface and database design</td>
<td>User involvement</td>
<td>Shared data repository, video conferencing, face-to-face work</td>
</tr>
<tr>
<td>Design, coding testing</td>
<td>Changing requirements</td>
<td>Shared data repository, video conferencing, face-to-face work</td>
</tr>
<tr>
<td>Maintenance</td>
<td>Few risks, stable requirements</td>
<td>Ideal for offshore development</td>
</tr>
<tr>
<td>Software development methods</td>
<td>Few risks, documented requirements</td>
<td>Ideal for offshore development</td>
</tr>
<tr>
<td>Iterative and incremental development methods</td>
<td>Intensive user involvement</td>
<td>Avoid it for risk and large systems</td>
</tr>
<tr>
<td>Extension and project planning</td>
<td>Extension and project planning</td>
<td>Avoid it for risk and large systems</td>
</tr>
<tr>
<td>Development costs</td>
<td>Lower productivity and skill levels</td>
<td>Avoid time and material contracts</td>
</tr>
<tr>
<td>Project control</td>
<td>Offshore project manager</td>
<td>Standardized project and change management, offshore project manager</td>
</tr>
<tr>
<td>Offshore country</td>
<td>Political stability and stable infrastructure</td>
<td>Consult experts in international relations</td>
</tr>
<tr>
<td>Communication</td>
<td>Extended time zones</td>
<td>Staggered work hours</td>
</tr>
<tr>
<td>Cooperation</td>
<td>Few large projects</td>
<td>Use a subsidiary</td>
</tr>
<tr>
<td>Region and culture</td>
<td>Intense cooperation</td>
<td>Establish trust, use a subsidiary</td>
</tr>
<tr>
<td>Cost of vendor evaluation and communication infrastructure</td>
<td>Multiple vendors</td>
<td>Strategic partner, joint venture, or subsidiary</td>
</tr>
<tr>
<td>Intellectual property rights</td>
<td>All types of vendor arrangements</td>
<td>A subsidiary</td>
</tr>
<tr>
<td>Communication costs</td>
<td>All of the above</td>
<td>Strategic partner, joint venture, or subsidiary</td>
</tr>
</tbody>
</table>
The production costs of developing an IS and the transaction costs of managing the virtual work, VENDOR, CONTRACT, PROJECT, and RISKS WITH A SINGLE VENDOR ARE MUCH HIGHER THAN the corresponding costs with a subsidiary.

**Vendor and Contract Management**

IT skills at low cost, good communication infrastructure, political stability, favorable government policies, and peace determine the location of an offshore facility. Consulting with experts in international relations and outsourcing can reduce the risk of choosing the wrong offshore company. Unless development work is done in small chunks and passed on to an offshore facility for further development, with little interaction between users and developers, extended time zones pose communication difficulties. Risk in vendor and contract management depends on the ownership of the offshore facility and the type of contractual relationships (see Table 2).

The vendor-related risk for offshore projects with fee for contract, joint venture, and strategic partnerships is similar to the risk in local outsourcing [12]. Major risk factors include the lack of active management by the vendor, incomplete contracting, trust, and knowledge transfer. A project involving multiple offshore companies requires investments in costly communication facilities with each of them. Unless the offshore company executes large and frequent projects, an offshore company may not participate in the integration to offshore company needs. Offshore companies with local presence can be held accountable for lapses in contract obligations. Startup companies and companies without outsourcing experience can turn to brokers (such as IBM Offshore Services) to reduce this risk, but brokerage fees and third-party management of projects create risk in achieving cost savings.

An offshore subsidiary of the onshore company can avoid the risks in vendor management and contracts, but without a sufficient number of projects, development resources will be underutilized, increasing overhead costs. Additional risks include varied tax, labor, and contract laws, protection of intellectual property rights, and enforcement of copyrights in developing countries.

**Strategic Systems**

Strategic information systems often involve new and untried technologies that require continuous updating to sustain competitive advantage. Offshore companies in developing countries are not well equipped to develop these systems on their own because they spend little on R&D and have skewed skills profiles. Developing countries produce a large number of IT graduates but few IT teachers and lack skills in the latest technologies and development processes [5]. Offshore developers may also lack knowledge of new business applications. Since users may lack knowledge of these technologies and their applications, developers may be unable to define user requirements, New technology, lack of experience with the technology, and technological complexity create uncertainty in both development and implementation. Although RAD and ADMs address these uncertainties, they have limitations and risk in offshore projects, as discussed earlier. Strategic systems depend on innovation and experimentation involving new technologies, users, and pilot projects in consultation with users. Separating users and developers by time and distance would further affect innovation and experimentation. Since the systems usually have differentiated and new business processes that evolve, even during coding and testing. Offshore companies in developing countries are less likely to be familiar with current and evolving business practices that become the standard for strategic systems.

Changes in scope, business processes, and organization may occur during systems development due to lack of top-management commitment, failure to gain user involvement, and conflict among user departments. Reconciling user differences and ensuring user participation depend on effective communication between developers and users. Gaining top management commitment and finding a top-management sponsor for the user department can reduce the risk of changing systems. Difficulty estimating development effort and planning, combined with changing requirements, warrant project management by users in a steering committee that includes developers. However, users separated from developers by distance and time find management difficult, even with the help of the best communication infrastructure.

Changes may also occur if users are unsure of their requirements, identified requirements are incorrect or incomplete, or the requirements change with evolving business needs. These changes may compromise the quality of a project, escalating its cost and time due to increased coordination, communication, problem resolution, user management, and change management. Systems that evolve during development need requirements verification, user involvement, and newer development methods (such as RAD and ADMs) but have limitations in offshore development. Companies that develop strategic systems face high business risk and are unable to estimate the related costs and benefits [8]. Uncertainties in development schedules, cost, and quality of offshore projects compound the uncertainty of the return on investment. The offshore development of strategic systems also involves the risk that vendors will leak the strategies to competitors or use the gained expertise in competitors’ projects. Companies that accept the high risk involved in offshore development of strategic systems are also likely to develop nonstrategic systems offshore. This raises the exit barrier for a company wanting to abandon offshore development and return to in-house development. As a contingency plan, these firms need to maintain their in-house IT capability, scanning new technology, experimenting with pilot projects, and innovating in consultation with users.

The compounded risks of technology, changing and evolving requirements, and differentiated business processes in the offshore development of strategic systems are higher than the sum of their individual risks. The costs of communication infrastructure, coordination, project management, vendor management, contract management, and management of business and offshore development risks are much greater than the sum of their individual costs.
When software product requirements are defined and software configuration is centrally managed, various parts can be designed, coded, and tested in a distributed environment, thus reducing the amount of collaboration required by onshore and offshore workers, and reducing the risk of choosing the wrong offshore company. Unless development work is done in small chunks and passed on to an offshore facility for further development, with little interaction between users and developers, extended time zones pose communication difficulties. Risk in vendor and contract management depends on the ownership of the offshore facility and the type of contractual relationships (see Table 2).

The vendor-related risk for offshore projects with fee for contract, joint venture, and strategic partnerships is similar to the risk in local outsourcing [12]. Major risk factors include the lack of active management by the vendor, incomplete contracting, trust, and knowledge transfer. A project involving multiple offshore companies requires investments in costly communication facilities with each of them. Unless the offshore company executes large and frequent projects, an offshore company may not participate in the information technology to onshore company needs. Offshore companies with local presence can be held accountable for lapses in contract obligations. Startup companies and companies without outsourcing experience can turn to brokers (such as IBM Offshore Services) to reduce this risk, but brokerage fees and third-party management of projects create risk in achieving cost savings.

An offshore subsidiary of the offshore company can avoid the risks in vendor management and contracts, but without a sufficient number of projects, development resources will be underutilized, increasing overhead costs. Additional risks include varied tax, labor, and contract laws, protection of intellectual property rights, and enforcement of copyrights in developing countries.

**STRATEGIC SYSTEMS**

Strategic information systems often involve new and untried technologies that require continuous updating to sustain competitive advantage. Offshore companies in developing countries are not well equipped to develop these systems on their own because they spend little on R&D and have skewed skills profiles. Developing countries produce a large number of IT graduates but few IT teachers and lack skills in the latest technologies and development processes [5]. Offshore developers may also lack knowledge of new business applications. Since users may lack knowledge of these technologies and their applications, developers may be unable to define user requirements. New technology, lack of experience with the technology, and technological complexity create uncertainty in both development and implementation. Although RAD and ADMs address these uncertainties, they have limitations and risk in offshore projects, as discussed earlier. Strategic systems depend on innovation and experimentation involving new technologies, users, and pilot projects in consultation with users. Separating users and developers by time and distance would further affect innovation and experimentation. Since these systems usually have differentiated and new business processes that evolve, even during coding and testing, offshore companies in developing countries are less likely to be familiar with current and evolving business practices that become the core of strategic systems.

Changes in scope, business processes, and organization may occur during systems development due to lack of top-management commitment, failure to gain user involvement, and conflict among user departments. Without user differences and ensuring user participation depend on effective communication between developers and users. Gaining top management commitment and finding a top-management sponsor from the user department can reduce the risk of changing systems. Difficulty estimating development effort and planning, combined with changing requirements, warrant project management by users in a steering committee that includes developers. However, users separated from developers by distance and time find management difficult, even with the help of the best communication infrastructure.

Changes may also occur if users are unsure of their requirements, identified requirements are incorrect or incomplete, or the requirements change with evolving business needs. These changes may compromise the quality of a project, escalating its cost and time due to increased coordination, communication, problem resolution, user management, and change management. Systems that evolve during development need requirements verification, user involvement, and newer development methods (such as RAD and ADMs) but have limitations in offshore development.

Companies that develop strategic systems face high business risk and are unable to estimate the related costs and benefits [8]. Uncertainty in development schedules, cost, and quality of offshore projects compound the uncertainty of the return on investment. The offshore development of strategic systems also involves the risk that vendors will leak the strategies to competitors or use the gained expertise in competitors’ projects. Companies that accept the high risk involved in offshore development of strategic systems are also likely to develop nonstrategic systems offshore. This raises the exit barrier for a company wanting to abandon offshore development and return to in-house development. As a contingency plan, these firms need to maintain their in-house IT capability, scanning new technology, experimenting with pilot projects, and innovating in consultation with users.

The compounded risks of technology, changing and evolving requirements, and differentiated business processes in the offshore development of strategic systems are higher than the sum of their individual risks. The costs of communication infrastructure, coordination, project management, user management, contract management, and management of business and offshore development risks are much higher than the corresponding costs with a subsidiary.
more than the production cost savings.

**Nonstrategic Systems**
The individual risks of technology, changing and evolving requirements, and differentiated business processes in nonstrategic systems can be managed as follows: Technology. Hiring developers with certification and experience and experts as consultants can reduce technology risk. Moreover, the system can be prototyped for the purpose of exploring integration uncertainties; following a successful prototype, the full-fledged system can be designed and developed using the waterfall model approach. The IT team can manage these projects using such tools as the Program Evaluation and Review Technique (PERT). Since developers interact with users less frequently, an infrastructure that enables asynchronous and synchronous communications technologies would be adequate. The contingency plan would involve transferring the project to in-house developers or to a local vendor with demonstration testing implemented, depending on user needs and success with the technology.

**Emerging systems.** Since the system is nonstrategic, developing a prototype onshore, validating it with users, analyzing requirements at the user site, and freezing the requirements after user sign-off can reduce development risk. Design and coding can be done in the offshore facility. Excellent communication structure and change management procedures are essential for handling changing and evolving requirements.

**Differntiated business processes.** Organizations should avoid differentiated business processes in nonstrategic systems because they add to costs without producing corresponding benefits. If such processes are unavoidable, analysis and verification of requirements at the user site would improve the correctness and completeness of requirements. Requirements can be frozen and the waterfall model employed to provide modularity in offshore development. Using a prototype, shared ISD data repository, group support systems, adherence to time and cost schedules, and formal project management tools like PERT can control risk during the design and coding stages.

Nonstrategic systems with known technology, common business processes, and stable requirements and that are developed through the waterfall method will have low risk in the design, coding, and testing stages.

**Software Products**
A firm using an offshore subsidiary to develop a software product would have better team cohesion, standardized and compatible development processes, protection of intellectual property rights, control over development, compatible project management and development style, and lower costs than other types of offshore facilities. Using an offshore subsidiary also avoids the legal issues and costs associated with systems offshore facilities are additive. Thus, a single offshore vendor developing a strategic system for an onshore company would involve the greatest risk and cost. Many software companies (such as Oracle and SAP) are expanding their offshore centers, with Oracle employing about the same number of employees offshore as onshore in Europe. A survey of more than 5,000 corporate executives worldwide showed that offshoring produced less than 10% cost savings over systems developed onshore.

**Direct Costs**
The direct costs of setting up an offshore subsidiary and communication infrastructure are much higher than the direct costs of finding a vendor with the necessary communication infrastructure. However, the related risks are inversely proportional (see Figure 1). The production costs of developing a system and the transaction costs of managing the virtual work, vendor, contract, project, and related risks with a single vendor are much higher than the corresponding costs with a subsidiary (see Figure 2). Whereas strategic systems have high risk and high costs, nonstrategic systems and software products involve relatively low risk and costs (see Figure 3). The risks and costs associated with systems in offshore facilities are additive. Thus, a single offshore vendor developing a strategic system for an onshore company would involve the greatest risk and cost. Many software companies (such as Oracle and SAP) are expanding their offshore centers, with Oracle employing about the same number of employees offshore as onshore in Europe. A survey of more than 5,000 corporate executives worldwide showed that offshoring produced less than 10% cost savings over systems developed onshore.

**CONCLUSION**
The relatively low-cost labor in developing countries is a major incentive for offshore systems development. One study found that production costs influenced onshore outsourcing decisions six times more than transaction costs [1]. Another found that the transaction costs for just two actors separated by time were higher than when they worked at the same time in the same place [4]. Firms that ignore transaction costs in offshore development may not achieve their cost-saving objectives while trying to meet quality and schedule objectives. Development plans should consider the portfolio of ISD projects and evaluate the candidate systems in various types of offshore facilities, with all costs included, to determine the expected savings.
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more than the produc-
istion cost savings.

**Nonstrategic Systems**
The individual risks of technology, changing and evolving require-
ments, and differentiated business processes in nonstrategic systems can be
managed as follows:

**Technology.** Hiring developers with certification and experience and experts as consultants can reduce
technology risk. Moreover, the system can be prototyped for the purpose of exploring integration uncertainties; fol-
lowing a successful prototype, the full-fledged system can be designed and developed using the waterfall
model approach. The IT team can manage these projects using such tools as the Program Evaluation and Review
Technique (PERT). Since developers interact with users less frequently, an infrastruc-
ture that includes synchronous and asynchronous communication technologies would be adequate. The contin-
gency plan would involve transferring the project to in-house developers or to a local vendor with demonstrations of the design and success with the technology.

**Evolving systems.** Since the system is nonstrategic, developing a prototype onshore, validating it with
users, analyzing requirements at the user site, and freezing the requirements after user sign-off can reduce development risk. Design and coding can be done in the offshore facility. Excellent communica-
tion structure and change management procedures are essential for handling changing and evolving
requirements.

**Differentiated business processes.** Organizations should avoid differentiated business processes in non-
strategic systems because they add to costs without producing corresponding benefits. If such processes are unavoidable, analysis and verification of require-
ments at the user site would improve the correct-
ness and completeness of requirements. Require-
ments can be frozen and the waterfall model employed to provide modularity in offshore development. Using a
prototype, shared ISD data repository, group support systems, adher-
ance to time and cost schedules, and formal
project management tools like PERT can control risk during the design and coding stages.

Nonstrategic systems with known technology, common business processes, and stable requirements and that are developed through the waterfall method have low risk in the design, coding, and testing stages.

**Software Products**
A firm using an offshore subsidiary to develop a soft-
ware product would have better team cohesion, stan-
dardized and compatible development methodologies, protection of intellectual property rights, control over development, compati-
bility project management and development style, and lower costs than other types of offshore facilities. Using an
offshore subsidiary also avoids the legal issues related to contracting and engaging vendors. However, the subsidiary needs a sufficient number of projects to fully utilize its resources and gain the flexibility of a vendor in procuring the necessary development skills in the local market.

Since software products compete in an interna-
tional market, it makes no difference whether they are developed in Germany, India, or the U.S. The onshore company can conceptualize the product, provide the proof of concept, and define the require-
ments. With appropriate software configuration management, it can distribute the design, coding, and testing of its components to the subsidiary. The mod-
ularity in development, which needs less face-to-face interaction, reduces the development risk. Table 3 outlines the risks associated with a range of develop-
ment scenarios, from the offshore systems develop-
ment of single software products in a subsidiary at one extreme to development of strategic systems with a single vendor at the other.

### Direct Costs

The direct costs of setting up an offshore subsidiary and communication infrastructure are much higher than the direct costs of finding a vendor with the necessary communication infrastructure. However, the related risks are inversely proportional (see Figure 1). The production costs of developing a system and the transaction costs of managing the virtual work, vendor, contract, project, and related risks with a single vendor are much higher than the corre-
seating costs with a subsidiary (see Figure 2). Whereas strategic systems have high risk and high costs, nonstrategic systems and software products involve relatively low risk and costs (see Figure 3).

The risks and costs associated with systems in offshore
facilities are additive. Thus, a single offshore vendor developing a strategic system for an onshore company would involve the greatest risk and cost. Many software companies (such as Oracle and SAP) are expanding their offshore centers, with Oracle employing about the same number of employees offshore as onshore in its onshore centers. A survey of more than 5,000 corporate executives worldwide showed that offshoring produced less than 10% cost savings on systems over development onshore.[11]

### Conclusion

The relatively low-cost labor in developing countries is a major incentive for offshore systems develop-
ment. One study found that production costs influenced onshore outsourcing decisions six times more than transaction costs [1]. Another found that the transaction costs for just two actors separated by time were higher than when they worked at the same time in the same place [4]. Firms that ignore trans-
action costs in offshore development may not achieve their cost-saving objectives while trying to meet quality and schedule objectives. Development plans should consider the portfolio of ISD projects and evaluate the candidate systems in various types of offshore facilities, with all costs included, to deter-
mine the expected savings.
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Figure 3. Risks and Production + Transaction Costs for Various Types of ISs.

Figure 2. Risks and production + transaction costs in various types of offshore facilities.

Table 3. Risks in two extreme types of offshore projects.

Table 7. Risks in two extreme types of offshore facilities.

A single offshore vendor developing a strategic system for an offshore company WOULD INVOLVE THE GREATEST RISK AND COST.